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Home » Administration » People

People LIST PERMISSIONS

ions Roles Role assign

Filter list

Filter list by module. Use the query operator "perm"” to filter by permission, e.g., perm:access.

Hide descriptions

ANONYMOUS ~ AUTHENTICATED ACTIVITIES ROAD MEMBERSHIP ~ PRIMARY
PERMISSION PHOTOGRAPHER  EDITOR WEBMASTER ~ ADMINISTRATOR
USER USER OFFICER CAPTAIN OFFICER OFFICER

@font-your-face

administer @font-your-face

Change which fonts are enabled using the O O O O O O O O d O

admin interface.
Administration menu

Access administration menu

Display the administration menu at the top of O O O

each page

Flush caches

Access links to flush caches in the O O O O O O

administration menu.
Display Drupal links
Provide Drupal.org links in the administration ] O O O O O O O ] O

menu.

Advanced Forum

Administer Advanced Forum O O (] O O (] O ] ]
View Advanced Forum statistics 0 O O O O O O O O
View last edited notice O O O O O O O O O

Background Process

Administer background processes

Perform administration tasks for background O O O O O O O O d O
processes.
Block
Administer blocks O O O O (] O O
Block Class

Administer block classes

Set Css classes for blocks.
CKEditor

Administer CKEditor access

Allow users to change CKEditor settings.

Customize CKEditor appearance

Allow users to customize CKEditor O (] (] O O (] O O O O

appearance.
Chaos tools

Use CTools importer

The import functionality allows users to

execute arbitrary PHP code, so extreme O O O [l (] (] [l ] ] ]

caution must be taken. Warning: Give to
trusted roles anfy; this permission has
security implications.

Comment

Administer comments and comment

settings 0 O O [ (] O
View comments O
Post comments (]
Skip comment approval O O
Edit own comments O ]

Content Access

Crant content access

View and modify content access for any ] O O O O O O

nndne



Grant own content access

View and modify content access for own
nodes

Context Ul

Administer contexts

Associate menus, views, blocks, etc. with
different contexts to structure your site.

Access all blocks

Allows users to access all rendered blocks via
an AJAX callback. If you have some blocks
that should not be rendered for some users
but need those users to be able to use
context Ul, then implement
hook_context_allow_ajax_block_access with
the necessary logic.

Contextual links

Use contextual links

Use contextual links to perform actions
related to elements on a page.

Date Repeat Field

View Repeating Dates

Allow user to see a page with all the times a
date repeats.

Date Tools
Administer date tools
Dexp Masonry Grid

Administer Dexp Masonry
Administer Dexp Masonry Grid.

Display Suite

Administer Display Suite

Ceneral permission for Display Suite settings
pages.

DrupalExp Layer Slider

Administer LayerSlider
Administer LayerSlider.

Features

Administer features

Perform administration tasks on features.
Warning: Give to trusted roles only; this
permission has security implications.

Manage features

View, enable and disable features. Warning:
Give to trusted roles only; this permission has
sacurity implications.

Generate features

Allow feature exports to be generated and
written directly to site. Warning: Give to
trusted roles only; this permission has
security implications.

Edit feature machine name

Allows editing machine name of a disabled
feature Warning: Give to trusted roles only;
this permission has security implications.

Field

Administer fields

Additional parmissions are required based on
whart the fields are attached to (for example,
administer content types to manage fields
attached to content). Warning: Give to trusted
roles only; this permission has security
implications.

Field Permissions

Administer field permissions

Manage field permissions and field
permissions settings. Warning: Give to
trusted roles enly; this permission has
security implications.

Access other users' private fields

View and edit the stored values of all private
fields. Warning: Give to trusted roles only;
this permission has security implications.

Create own value for field



teld_heg_national_id

This field appears as: "User:User:HOG
National 1D".

Edit own value for field
field_heg_national_id

This field appears as: “User:UserHOG
National ID".

Edit anyone's value for field
field_heg_national_id

This field appears as: "User:User:HOG
National ID".

View own value for field
field_heg_national_id

This field appears as: "User:User-HOG
MNational ID".

View anyone's value for field
field_heg_natienal_id

This field appears as: "User:User:-HOG
National 1D".

Create own value for field
field_chapter_member_source

This field appears as: "User:User:Chapter
member source”.

Edit own value for field
field chapter member source

This field appears as: "User:User:Chapter
member source".

Edit anyone’s value for field
field_chapter_member_source

This field appears as: "User:User:Chapter
member source”.

View own value for field
field_chapter_member_source

This field appears as: "User:User:Chapter
member source”.

View anyone's value for field
field_chapter_member_source

This field appears as: "User:User:Chapter
member source”.

Create own value for field
field_hog_life_member

This field appears as: "User:User:National Life
Member".

Edit own value for field
field_hog_life_member

This field appears as: "User:-User:National Life
Member".

Edit anyone’s value for field
field_heg_life_member

This field appears as: "User:User:National Life
Member".

View own value for field
field_hog_life_member

This field appears as: "User:User:National Life
Member".

View anyone's value for field
field_hog_life_member

This field appears as: "User:User:National Life
Member".

Create own value for field
field_hog_member type

This field appears as: “User:User:Member
Type"

Edit own value for field
field_hog_member_type

This field appears as: "User-User:Member
Type"

Edit anyone’s value for field
field_heg_member_type

This field appears as: "User:User:-Member
Type".

View own value for field
field_heg_member_type

This field appears as: "User:User:Member
Type".



View anyone's value for field
field_hog_member_type

This field appears as: "User:User:Member
Type".

Create own value for field
field_member_points

This field appears as: "User:User:-Member
Points".

Edit own value for field
field_member_points

This field appears as: “User:User:Member
Points".

Edit anyone's value for field
field_member_points

This field appears as: "User:User:Member
Points".

View own value for field
field_member_points

This field appears as: "User-User:Member
Paints".

View anyone's value for field
field_member_paints

This field appears as: "User:User:-Member
Points".

Create own value for field
field_member_qgr

This field appears as: "User:User:QR Code”.

Edit own value for field field member gr
This field appears as: "User:User:QR Code".

Edit anyone's value for field
field_member_gr
This field appears as: "User-User:QR Code".

View own value for field field_member_gr

This field appears as: "User:User:QR Code".

View anyone's value for field
field_member_qgr
This field appears as: "User:User:QR Code".

Create own value for field
fleld_generate_new_card

This field appears as: "User:User:Generate
Printable Membership Card”™

Edit own value for field
field_generate_new card

This field appears as: “User:User:Generare
Frintable Membership Card”™

Edit anyone's value for field
field_generate_new_card

This field appears as: "User-User:Generate
Printable Membership Card™

View own value for field
field_generate_new_card

This field appears as: "User:User:Generate
Printable Membership Card".

View anyone's value for field
fleld_generate_new_card

This field appears as: "User:User:Generate
Printable Membership Card™

Create own value for field
field_release_expires_date

This field appears as: “User:User:Release
expires date".

Edit own value for field
field_release_expires_date

This field appears as: "User-User:Release
expires date".

Edit anyone's value for field
field_release_expires_date

This field appears as: "User-User:Release
expires date".

View own value for field
field_release_expires_date

This field appears as: "User:User:Release
expires date".



View anyone's value for field
field_release_expires_date

This field appears as: "User:User:Release
expires date".

Create own value for field
field_administrative_notes

This field appears as:
“User:User:Administrative notes”

Edit own value for field
fleld_administrative_notes

This field appears as:
“User:User:Administrative notes”.

Edit anyone's value for field
field_administrative_notes

This field appears as:
“User:User:Administrative notes”.

View own value for field
field_administrative_notes

This field appears as
“User:User:Administrative notes".

View anyone's value for field
field_administrative_notes

This field appears as
“User:User:Administrative notes”

Create own value for field
field_facebook_account

This field appears as: "User:User:-Facebook
account”,

Edit own value for field
field_facebook_account

This field appears as: "User:User:Facebook
account”.

Edit anyone's value for field
field_facebook_account

This field appears as: "User:User:-Facebook
account”,

View own value for field
field_facebook_account

This field appears as: "User:-User:Facebook
account”,

View anyone's value for field
field_facebook_account

This field appears as: "User-User:Facebook
account”,

Create own value for field
fleld_facebook_tag

This field appears as: “User:User:Tag me in
Chapter posts for events | attend”.

Edit own value for field field facebook_tag

This field appears as: “User:User:Tag me in
Chapter posts for events | attend”.

Edit anyone’s value for field
field_facebook_tag

This field appears as: "User:User:Tag me in
Chapter posts for events | attend”.

View own value for field
field_facebook_tag

This field appears as: "User:User:Tag me in
Chapter posts for events | attend”.

View anyone's value for field
field_facebook_tag

This field appears as: "User:User:Tag me in
Chaprer posts for events | artend”.

Create own value for field
field _chapter member_since

This field appears as: “User:User:Chapter

member since’

Edit own value for field
field_chapter_member_since

This field appears as: "User-User:Chapter
member since".

Edit anyone’s value for field
field_chapter_member_since

This field appears as: "User:User:Chapter
member since”.



View own value for field
field_chapter member since

This field appears as: "User:User:Chapter
member since".

View anyone's value for field
field_chapter_member_since

This field appears as: "User:User:Chapter
member since”.

Create own value for field
field_chapter_member_until

This field appears as: "User:User:Chapter
member until”.

Edit own value for field
field_chapter_member_until

This field appears as: “User:Usar:Chapter
member until”.

Edit anyone's value for field
field_chapter_member_until

This field appears as: "User:User:Chapter
member until”.

View own value for field
field_chapter_member_until

This field appears as: "User-User:Chapter
member until”.

View anyone's value for field
field_chapter_member_until

This field appears as: "User:User:Chapter
member until”.

Create own value for field
field_national_member_since

This field appears as: "User:User:National
Member Since”.

Edit own value for field
field_national_member_since

This field appears as: "User:User:National
Member Since”.

Edit anyone's value for field
field_national_member_since

This field appears as: "User-User:National
Member Since”.

View own value for field
field_national_member_since

This field appears as: "User:User:National
Member Since”.

View anyone's value for field
field_national_member_since

This field appears as: "User:User:National
Member Since”.

Create own value for field
field_national_member_until

This field appears as: "User:User:National
Member Until".

Edit own value for field
field_national_member_until

This field appears as: "User:User:National
Member Until".

Edit anyone’s value for field
field_national_member_until

This field appears as: "User:User:Mational
Member Untif".

View own value for field
field_national_member_until

This field appears as: "User:User:National
Member Until".

View anyone's value for field
field_national_member_until

This field appears as: "User:User:National
Member Until".

Create own value for field
field_push_device_token

This field appears as: “User:User:Push Device

Token”.

Edit own value for field
field_push_device token

This field appears as: "User:User:Push Device
n"

Toke:



Edit anyone’s value for field
field_push_device_token

This field appears as: "User:User:Push Device
Token".

View own value for field
field_push_device token

This field appears as: "User:User:Push Device
Token".

View anyone's value for field
field_push_device_token

This field appears as: "User:User:Push Device
Token”.

Create own value for field
field_login_platform

This field appears as: "User-User:Login
Flatform®.

Edit own value for field
field_login_platform

This field appears as: “User:User:Login
Flatform”.

Edit anyone's value for field
field_login_platform

This field appears as: "User:User:Login
Flatform”.

View own value for field
field_login_platform

This field appears as: "User:User:Login
Flatform".

View anyone's value for field
field_login_platform

This field appears as: "User:User:Login
Platform®.

Create own value for field
field_transient_lat

This field appears as: “User:User:Transient
Lat”

Edit own value for field field transient_lat

This field appears as: "User:-User: Transient
Lar",

Edit anyone's value for field
field_transient_lat

This field appears as: "User:-User: Transient
Lat”

View own value for field feld_transient_lat

This field appears as: "User:User:Transient
Lat”

View anyone's value for field
field_transient_lar

This field appears as: “User:User:Transient
Lar”,

Create own value for field
field_transient_long

This field appears as: "User:User:Transient
Long".

Edit own value for field
field_transient_long

This field appears as: "User:User:Transient
Long".

Edit anyone’s value for field
field_transient_long

This field appears as: "User:User:Transient
Long".

View own value for field
field_transient long

This field appears as: “User:User:Transient
Long".

View anyone's value for field
field_transient_long

This field appears as: "User:User:Transient
Long".

Create own value for field
field_chapter_mileage

This field appears as: "User:User:Chapter
Mileage".



Edit own value for field
field_chapter_mileage

This field appears as: "User:User:Chapter
Mileage".

Edit anyone’s value for field
field_chapter_mileage

This field appears as: "User:User:Chapter
Mileage".

View own value for field
field_chapter_mileage

This field appears as: "User:-User:Chapter
Mileage”.

View anyone's value for field
fleld_chapter_mileage

This field appears as: “User:User:Chapter
Mileage”.

Create own value for field
field_hegscan_migrate_uwid

This field appears as:
“User:User:hogscan_migrara_uid".

Edit own value for field
field_hegscan_migrate_uid

This field appears as:
“User:User-hagscan_migrate_uid"

Edit anyone’s value for field
field_hogscan_migrate_uid

This field appears as:
“User:User-hogscan_migrate_uid".

View own value for field
fleld_hogscan_migrate_uid

This field appears as:
“User:User:hogscan_migrate_uid".

View anyone's value for field
field_hegscan_migrate_wid
This field appears as:
“User:User:hogscan_migrara_uid".

File Entity
Bypass file access control
View, edit and delete all files regardless of
permission restrictions. Warning: Give to

trusted roles only; this permission has
security implications.

Administer file types

Warning: Give to trusted roles only; this
permission has security implications.
Administer files

Warning: Give to trusted roles only; this
permission has security implications.
Add and upload new files

View own private files

Includes the following stream wrappers
Frivate files (s3fs).

View own files

View private files

Warning: Give to trusted roles only; this
permission has security implications.
View files

Includes the following stream wrappers

Vimeo videos, YouTube videos, 53 File
System, Public files (s3fg).

Document: Edit own files
Document: Edit any files
Document: Delete own files
Document: Delete any files
Document: Download own files
Document. Download any files
Image: Edit own files

Image: Edit any files

Image: Delete own files
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Image: Delete any files
Image: Download own files
Image: Download any files
Video: Edit own files
Video: Edit any files
Video: Delete own files
Video: Delete any files
Video: Download own files
Video: Download any files
Audie: Edit own files
Audio: Edit any files
Audio: Delete own files
Audfe: Delete any files
Audio: Download own files
Audio: Download any files
Filter
Administer text formats and filters
Define how text is handled by combining
filters into text formats. Wamning: Give to

trusted roles only; this permission has
security implications.

Use the HTML Editor text format
Warning: This permission may have security
implications depending on how the text
format is configured.

Use the HTML Code text format

Warning: This permission may have security
implications depending on how the text
format is configured.

Use the Full HTML text format
Warning: This permission may have security

implications depending on how the rext
format is configured.

Use the PHP code text format
Warning: This permission may have security

implications depending on how the text
format is configured.

Flag

Administer flags

Create and edit site-wide flags.

Use flag importer

Accass the flag import functionality. Warning:

Give to trusted roles only; this permission has
sacurity implications.

Flag Node entities as RSVP
Unflag Mode entities as RSVP
Form Placeholder
Administer form placeholder settings
Forum
Administer forums
Front Page
Administer front page
Allow users to make changes to the front
page settings.
GMap Location

View node map

See the sitewide node map.

View user map

See the sitewide user map.

View user location details

See the users associated with markers on the
sitewide user map.
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Geocoder

Can use all Geocoder handlers through
AJAX [ service

Can geocode using Bing through AJAX /
service

Can geocode using Image /exif through
AJAX [ service

Can geocode using Google Geocoder
through AJAX / service

Can geocode using GPX through AJAX [
service

Can geocode using GeoJSON through AJAX
{ service

Can geocode using KML through AJAX |
service

Can geocode using Latitude / Longitude
through AJAX / service

Can geocode using Mapbox through AJAX
/ service

Can geocode using MapQuest Nominatim
thraugh AJAX [ service

Can geocode using Mapzen through AJAX
| service

Can geocode using OpenStreetMap
Nominatim through AJAX f service

Can geocode using WKT through AJAX [
service

Can geocode using Yahoo Placefinder
through AJAX /[ service

Can geocode using Yandex (Anaexc.KapT)
through AJAX / service

HOGSCAN

Can Perform Checkin

Allow create/delete event checkin

Manage Chapter Settings

Allow change Chapter settings

API Basic User Edit

Allow basic user edit via APl

APl Advanced User Edit

Allow advanced user edit via APl
Honeypot

Administer Honeypot

Administer Honeypot-protected forms and

settings

Bypass Honeypot protection

Bypass Honeypot form protection
IMCE
Administer IMCE
Warning: Give to trusted rofes only; this
permission has security implications.
Image
Administer image styles
Create and modify styles for generating
image modifications such as thumbnails
Libraries
View library reports
Location
View location directory

View node location table

View user location table

O

O
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Submit latitude/longitude
Maxlength
Bypass maxlength setting
If a maxlength is configured for a certain
field, the user don't see the value

Media

Administer media browser

Access media browser settings.
Use the media browser
Media Bulk Upload

Import media files from the lacal
filesystem

Simple file importer Warning: Give to trusted
roles only; this permission has security
implications.

Media Internet Sources
Add media from remote services
Add media from remote sources such as
other websites, YouTube, etc
Media WYSIWYG
Use Media WYSIWYG in an editor
Warning: Give to trusted rofes only; this
permission has security implications.
Menu
Administer menus and menu items

Module filter

Administer Module Filter
Configure how Module Filter performs.
Node
Bypass content access control
View, edit and delete all content regardless of
permission restrictions. Warning: Give to

trusted roles enly; this permission has
security implications.

Administer content types

Warning: Give to trusted rofes only; this
permission has security implications.
Administer content

Warning: Give to trusted roles only; this

permission has security implications.

Access the content overview page

Get an overview of all content
View published content

View own unpublished content
View content revisions

Revert content revisions

Delete content revisions

Forum topic: Creale new content
Forum topic Edit own content
Forum topic: Edit any content
Forum topic. Delete own content
Forum topic Delete any content
Article: Create new content
Article: Edit own content

Article: Edit any content

Article: Delete own content
Article: Delete any content
Event: Create new content

Event: Edit own content
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Event: Edit any content
Event: Delete own content
Event: Delete any content
Event checkin: Create new content
Event checkin: Edit own content
Event checkim Edit any content
Event checkin: Delete own content
Event checkim Delete any content
Gallery. Create new content
Gallery: Edit own content
Gallery. Edit any content
Gallery. Delete own content
Gallery: Delete any content
Newsletter: Create new content
Newsletter: Edit own content
Newsletter: Edit any content
Newsletter: Delete own content
Newsletter: Delete any content
Basic page: Create new content
Basic page: Edit own content
Basic page: Edit any content
Basic page: Delete own content
Basic page: Delete any content
Team Member: Create new content
Team Member: Edit own content
Team Member. Edit any content
Team Member: Delete own content
Team Member. Delete any content
Node clone
Clone any node
Clone own nodes.
Path
Administer URL aliases
Warning: Give to trusted rofes only; this
permission has security implications.
Create and edit URL aliases
Pathauto
Administer pathauto
Allows a user to configure patterns for

automated aliases and bulk delete URL-
aliases.

Notify of Path Changes

Determines whether or not users are notified.

Rabbit Hole

Administer Rabbit Hole settings for nodes

Allow PHP redirect evaluation for nodes

Warning: Give to trusted roles only; this
permission has security implications.

Bypass Rabbit Hole action for nodes

Allows user to bypass the action that has
been configured for nodes. Warning: Give to

trusted roles only; this permission has
security implications.

RoleAssign

[

o oooo0 o000 Ob000bODb0000Dbo0bo0 oo o oOoo

O

[

o ooooooo0ooo0oQ0 o0 o0 o0o0o0Q0 o0 0 o0o0Doo0ooooo

O

8 000000 O0OaD0I

[< J < T < I <}

Oo0o0oo0oo0oooooooooo

O

< I < I <.

B 0000 0O

< IO < T < T < O < NN < O <. O < T < O < O <. O <. IO < Y < N <. IO <. IO <. I < I <.}

O

a o1

a Qa0

[ N < I < T < T < IO <. I <. R |

0o o0oooo0oooooooogo o

a

e pE@0B®B®dOOON

(< I <

Ooo0o0o0oo0ooooooo0oooo

O

< JO < N < IO < O < Y <. IO <. N <. [ i A

[ < I <.

0o ooooo0oooooooogo o

O

(< IR < T < T < N <. O <. O <. O < TN < Y <. Y <. O <. O < N < O < O <. OO < IO < T < T < NN <. O <. O <. IO < T < O <. IO <. I <. |

a

[ JO < T < TN < N < O <. O <. O < IO < Y < O <. O <. O < JONN < O < N < OO < IO < T < T < OO < O < O <. O < T < JO <. IO <. J <.

4]

[ JI < T < TN < N < O <. O <. O < IO < Y <. IO < N <. O < IO < B < N < OO < IO < IO < T < N < O < IO . U < T < JO <. IO <. B <.

O



Assign roles

Allow users with the Administer users

permission to assign a restricted set of roles.

Warning: Give to trusted rofes only; this
permission has security implications.

Rules
Administer rule configurations
Administer rule configurations including

events, conditions and actions for which the
user has sufficient access permissions.

Bypass Rules access control

Control all configurations regardless of
permission restrictions of events, conditions
or actions. Warning: Give to trusted roles

only; this permission has security
implications.

Access the Rules debug log
53 File System

Administer 53 File System
SMTP Authentication Support

Administer SMTP Authentication Support
module
Perform administration tasks for SMTP
Authentication Support module.
Search
Administer search
Use search
Use advanced search
Security Kit
Administer SecKit
Configure security features of your Drupal
installation.
Security Review
Access security review pages
View security review checks and output. Give

only to trusted users.

Run security review checks

Run the security review checks

System
Administer modules
Administer site configuration
Warning: Give to trusted rofes only; this
permission has security implications.
Administer themes
Administer software updates
Warning: Give to trusted rofes only; this
permission has security implications.
Administer actions
Use the administration pages and help
Use the site in maintenance mode
View the administration theme
View site reports
Warning: Give to trusted roles only; this
permission has security implications.
Block IP addresses

Taxonomy
Administer vocabularies and terms
Edit terms in Forums
Delete terms from Forums
Edit terms in Blog Categories

Delete terms from Blog Categories

Edit terms in Event type
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Delete terms from Event type

Edit terms in Member type

Delete terms from Member type

Edit terms in Tags

Delete terms from Tags
Universally Unique ID

Administer UUID

Allows configuration of the UUID module and
APls.

User

Administer permissions

Warning: Give to trusted roles only; this
permission has security implications.

Administer users

Warning: Give to trusted rofes only; this
permission has security implications.

View user profiles
Change own username

Cancel own user account

Mote: content may be kept, unpublished,
deleted or transferred to the Anonymous user
depending on the configured user settings.

Select method for cancelling own account

Warning: Give to trusted roles only; this
permission has security implications.

User protect

Change own e-mail

Allow users to edit their own e-mail address.

Change own password

Allow users to edit their own password.

Change own OpenlD

Allow users to edit their own OpenlD
identities.

Administer User protect

Set up access rules for user administratars
for various user-related edits. Warning: Give
to trusted roles only; this permission has
security implications.

Edit own user account

Allow users to edit their own account page.
Views

Administer views

Access the views administration pages.
Warning: Give to trusted roles only; this
permission has security implications.

Bypass views access control

Bypass access control when accessing views.
Warning: Give to trusted rofes only; this
permission has security implications.

Save permissions
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